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1. Introduction 
Quantum key distribution (QKD) attracts attention 

as a method for unconditionally secure key 

distribution. BB84 is the most popular quantum 

key distribution protocol, where the number of the 

secure final key decreases as bit error rate 𝛿𝑋 and 

phase error rate 𝛿𝑌  increase. In addition, if 

quantum states are different from those assumed in 

the protocol (state preparation flaw ∆), we need to 

increase the estimation of 𝛿𝑌 . The state 

preparation flaw severely impacts the security in a 

lossy channel [1].  
 

2. A Dual-Parallel Modulator 
We proposed the use of a dual-parallel modulator 

(DPM) for the state preparation in QKD systems in 

the previous report [2]. It is more robust modulator 

to the inaccuracy in the applied voltage than 

conventional modulators. Fig. 1 is the structure of 

DPM. Phase shifts 𝜙1 and 𝜙2 are yielded in the 

upper and lower Mach-Zehnder interferometers by 

the applied voltage 𝑉𝜙1 and 𝑉𝜙2, respectively. The 

electric field of the light output 𝐸𝑜 is given by 

 
𝐸𝑜 =

cos𝜙1 + 𝑖cos𝜙2

2
𝐸𝑖 (1) 

where 𝐸𝑖 is the electric field of the input light. 

In this report, we examined the benefit 

from the use of DPM in a decoy-BB84 system. The 

upper limit of the eavesdropping information is 

estimated by considering the state preparation flaw. 

The final key rate 𝑅 is as follows: 

 𝑅 = −𝑆𝜇𝑠𝐻2(𝛿𝑋) + 𝜇𝑠𝑒−𝜇𝑆𝑆1 (1 − 𝐻2 (𝛿𝑌
(1)

)) (2) 

where 𝑆𝜇𝑠 is count rate of signal pulses, 𝐻2(𝑥) 

is Shannon entropy, 𝛿𝑋 is bit error rate in signal 

pulses, 𝜇𝑠 is mean photon number of signal pulses, 

𝑆1 is count rate of the single photon of the signal, 

 𝛿𝑌
(1)

 is phase error rate in single photon pulses [1]. 

We calculated the final key rate when the applied  

 

 
Figure 1. The structure of DPM 

 
Figure 2. Key rate assuming that the applied 

voltage 𝑉𝜙1  deviates by 𝑉𝜋/20  from original 

voltage 

 

voltage 𝑉𝜙1 deviated from the designed value by 

𝑉𝜋/20 to compare the effect for DDM (dual-drive 

modulator: the type of a phase modulator used in 

current QKD system) with that for DPM. The 

results are shown in Fig. 2. The predicted state 

preparation flaws of DDM and DPM were 

∆= 5.8 × 10−4  and 1.2 × 10−6 , respectively. The 

reduction of  ∆ increases key rate, and improves 

the maximum transmission distance of DPM over 

100km. 

 

3. Experiment 

We experimentally quantified the effect on the 

output state with respect to the change of the 

applied voltage to DDM and DPM. We measured 

the visibility of the interference in the receiver by 

changing the bias voltage (DC) and the amplitude 

of the modulation signal (AC). 

Measured values of the visibility for DDM 

and DPM agreed well with the theoretical values. 

For example, when the applied voltage was shifted 

by 𝑉𝜋/10 from the designed value for Y0 state, the 

visibility observed in Y basis for DDM was 0.940, 

while that for DPM was 0.967. Those value 

corresponded to the theoretically value of the 

visibility, 0.951 and 0.998, respectively. In 

addition, we calculated the final key rate by using 

the measured values. The results showed that the 

key rate of DPM was higher than that of DDM, 

which proved the robustness of the DPM to the 

inaccuracy in the applied voltage.  
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